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Abstract: The authors present the results of a descriptive survey to ascertain the relevance and the typology of the software error/
defect identification methods/approaches used in the industrial practice. This study involved industries/organisations that develop
and sell software as a main part of their business or develop software as an integral part of their products or services. The results
indicated that software error/defect identification is very relevant and regard almost the totality of the interviewed companies. The
most widely used and popular practice is testing. An increasing interest has been also manifested in distributed inspection
methods.

1 Introduction

In traditional engineering disciplines, the artefacts built in the
production process are checked to guarantee a level of quality
for the final developed product. In particular, verification/
validation activities are performed to identify and then
remove defects. Similarly, in the software engineering field
artefacts are checked during the whole life cycle to produce
and deliver high-quality software products [1].
Today several methods and techniques are available and

used to assess and maintain the quality of software artefacts
and to check that they meet specifications and fulfill their
intended purposes. Many of these methods and techniques
have been largely experimented in case studies and
controlled experiments [2, 3]. Systematic reviews and state
of the art surveys are also available in the literature [4–7].
Only a few numbers of descriptive and explorative surveys
have been conducted (e.g. [8, 9]) to ascertain error/defect
identification methods.
Survey research is an important and useful method for

collecting data from respondents (e.g. companies,
unemployed, customers of a company and so on) [10].
Among the widely used types of surveys, a descriptive
survey takes a picture or document the current conditions or
attitudes to discover the situation in a fixed period for a
given area [11]. Descriptive surveys are useful because
allow selecting from a huge number of industries a smaller
and focused subset, and observing them with ‘insight’ that
might tell more than all the multitudes together. Conversely,
this kind of research cannot describe what caused a given
situation and results are always open to question and to
different interpretations. For example, an unemployment
survey might measure the number of people without jobs or
that have looked for work in the past month, and are able to

start working in the next 2 weeks. What caused an
unemployment cannot be answered from this kind of study.
In spite of the limitations above, a descriptive survey is an
invaluable scientific tool [11].
In this paper, we present the results of a descriptive survey

organised by three Italian Universities, that is, University of
Basilicata, University of Molise and University of Salerno,
to ascertain the state of the practice of software error/defect
identification in the Information Technology (IT) Italian
industry. The survey was conducted between spring 2008
and winter 2009. We invited 70 companies/organisations
that develop and sell software as a main part of their
business or develop software as an integral part of their
products. We received by e-mail 30 fully completed
questionnaires from key people of the invited companies/
organisations. The main goal of our survey was to
comprehend the relevance of: testing, inspection, distributed
inspection, pair inspection and walkthrough. We were also
interested in analysing the main problems that may limit the
adoption of these methods/approaches.
The remainder of the paper is organised as follows. We

discuss background and related work in Section 2. In
Section 3, we present the design of the study, whereas the
analysis of the gathered data is highlighted in Section
4. The threats that may affect the validity of the achieved
results are discussed in Section 5. A discussion of the
results and possible future directions for our research
conclude the paper.

2 Background and related work

Detecting defects in software artefacts requires serious effort,
so it is important to use the most efficient and effective
methods [12]. Empirical studies can help software
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practitioners to comprehend the relevance of these methods
and to decide the methods to use and for what purpose
[13]. For example, we presented in [14] the results of two
controlled experiments to compare the Fagan’s software
inspection process [15], distributed inspection [16] and pair
inspection [17] in the identification of defects in source
code. The results suggested that: using pair inspection
significantly reduces the time to detect defects, the
correctness of the identified defects improves when
employing the Fagan’s process, and the completeness of the
recovered defects is mostly the same whatever the method
used is. In the descriptive survey presented here, we were
interested in comprehending the relevance of these methods
(considering also testing and walkthrough) for the IT Italian
industry. We conducted this study to obtain indications on
whether and how to transfer the considered methods
(including that developed in our research laboratory, namely
distributed inspection) to the industry. In the following
subsections, we first provide background and then related
work concerning the use of survey to analyse the adoption
of processes, methods and approaches for the identification
of error/defect in software artefacts [8, 9].

2.1 Background

The choice of a method depends on several factors (e.g. the
artefacts, the types of defects they contain and so on) [12].
For example, testing is a practice aimed at identifying
defects within software [1]. In particular, this technique is
considered as the process of validating and verifying that a
software: meets the requirements, satisfies the needs of the
stakeholders and works as expected. Testing process is
composed of many phases from unit to system testing.
Whatever is the phase of testing process, an executable
representation of the source code is needed.
Differently from testing, inspection is applicable to any

kind of software [15, 18]. The first conventional inspection
process was proposed by Fagan [15], who defined software
inspection as a formal, efficient and economical method of
finding errors in design and code. The process is composed
of five sequential phases: overview, preparation, inspection,
rework and follow up. In the overview phase the author of
the software artefact describes and provides details about
this artefact. The documentation of this artefact is
distributed to all the members of the inspection team in the
preparation phase. During the inspection phase a
face-to-face meeting is carried out to identify the defects. In
the rework phase, the moderator of the meeting produces a
written report for the author of the artefact, where the
defects to be removed are reported. Finally, in the follow-up
phase the moderator checks the quality of the new version
of the artefact and determines whether a re-inspection is
required.
Distributed inspection methods are mostly based on

Fagan’s process (e.g. [3]). The main difference with respect
to that process is that the interaction among the members of
the inspection team and the author of the artefact is not
face-to-face, but supported by synchronous and
asynchronous communication tools [7]. Several tools are
available in the literature and many of them are web based
(e.g. [3, 16]).
Walkthrough is a form of formal software peer review [19].

To identify defects within software artefact, this method
exploits five steps: (i) the author of the artefact selects the
review participants, obtains their agreement and schedules a
walkthrough meeting; (ii) the author distributes the artefact

prior to the meeting; (iii) the author describes the artefact
and leads the discussion; (iv) the reviewers present the
comments, the possible defects and the improvement
suggestions to the author; and (v) based on the reviewers’
comment the author performs any necessary rework of the
artefact. Walkthrough is generally applied on source code.
Pair inspection [17] requires only two participants: the

author and an inspector who reviews the author’s artefact.
Pair inspection requires continuous iterations, so any strict
rules can be formulated to guide the inspection. Owing to
the iterative nature of the process, the recording of defects
found in informal meetings is not required. A form or a
template is adopted to annotate the defects of the software
artefact under revision. In some cases the defects are
typically marked on paper documents and corrected during
the next correction cycle.

2.2 Related work

There is a growing interest towards survey investigations to
study and analyse the use of processes, methods and tools
within the development and maintenance of software
products (e.g. [7, 20–22]). For example, Torchiano et al.
[22] reports on a state of the practice survey conducted
among 59 Italian software companies. This survey is
conducted within a research project [23] and aims at
analysing the state of the practice in software migration.
The results of the survey indicate that about 66% of the
interviewed companies have some experiences in migration
tasks. The study also highlights the lack of tools for the
execution of migration tasks. This however does not seem
to constitute a problem for the interviewed companies. We
used an approach similar to that employed in [22] (e.g. a
questionnaire-based survey), but the subject of the
investigation is different.
Differently, a few number of survey investigations have

been conducted to study and analyse the use of processes,
methods and approaches for the identification of error/
defect in software artefacts [8, 9]. For example, the survey
presented in [8] is focused on the current state of the
practice in industry regarding the application of reviews and
inspections. In particular, the major focus is on the concrete
application of walkthrough, peer review and software
inspection (i.e. variants of the Fagan method). The results
indicate that there are still many objections against the
usage of the techniques considered in the study. The main
concern is that these techniques are perceived as too time
consuming and then not applicable in practice. The results
are in line with ours, so showing that industry is not ready
yet to apply reviews and inspections approaches. Differently
from us, this state of the practice surveys is only focused on
walkthrough and software inspections.
Jedlitschka et al. [9] conduct an empirical research to

understand the needed information to increase the
likelihood of successful technology adoption. To this end,
the authors carry out a survey to investigate the state of the
practice of inspection in German software industry decision
makers. They involved 92 companies and observed that
information regarding the impact of technologies on product
quality, cost and development time, as well as on
technology cost–benefit ratio is considered highly relevant
for the interviewed decision makers. Differently from us,
the goal of that study is to understand the needed
information about a new developed technology and how
this information has to be presented to facilitate the
technology transfer to the industry.
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3 Definition and design

Surveys are investigations to gather data from respondents
(i.e. key employees identified by the management of the
involved companies), using a questionnaire composed of
closed or open questions [11]. Depending on the survey
purpose, it may focus on opinions or factual information
[24]. Data can be collected by: face-to-face and phone
interviews, mail, e-mails and web pages. E-mail surveys are
both very economical and very fast. They are often
preferable for sensitive items, and there is no interviewer
bias. On the other hand, email surveys are limited to simple
questionnaires. The data can be analysed to derive
descriptive and explanatory conclusions [25] that are
applicable only to the selected population.
In this paper, we have conducted a descriptive survey based

on both opinions and factual information to ascertain the
relevance and the typology of the software error/defect
identification methods/approaches used in the practice of IT
Italian industry. We also collected opinions to better plan
the subsequent future empirical investigations. Thus, once
the scope and the purpose of the survey have been defined,
we have reviewed the available literature in the area of
empirical software engineering and then we have decided to
adopt questionnaire-based survey to gather the data from
the respondents and to collect them by e-mail.
We defined the survey to address the following two goals:
Primary goal: Comprehending the relevance of different

software error/defect identification methods/approaches used
in the Italian industry.
Secondary goal: Identifying the main problems and the

actual needs (methods, techniques and tools) of Italian
industry.
According to the primary goal, we have defined and

investigated two research questions:

RQ1: What is the relevance of error/defect identification in
the Italian industry?
RQ2:What are the most popular and widely used approaches/
methods in the Italian industry?
With respect to the secondary goal, we have defined and

investigated the following research question:
RQ3: What are the main problems related to the use of
approaches/methods for software error/defect identification?
We have defined a further research question to investigate

whether the Italian software industry is ready or interested
in applying the practices for software error/defect
identification considered in this survey (i.e. testing,
inspection, distributed inspection, pair inspection and
walkthrough). The research question is the following:
RQ4: Is the Italian software industry interested in using and
adopting new practices for software error/defect
identification?

3.1 Conceptual model

We identified three areas of interest to collect the data:
Demographic information: we collected demographic

information about the respondents and their company/
organisation (‘company’ in the following).
Relevance and typology: we collected information about

the relevance and quantity of projects in which the
company used the software error/defect identification
methods considered in the survey (simply ‘methods’,
‘approaches’, or ‘methods/approachs’ in the following).

Main problems and needs: we collected information about
the issues that limit the adoption of approaches and methods
for error/defect identification.
Regarding the demographic information, for each company

we collected: business domain; size of the company and
respondent’s group/business unit; typical duration of a
project and its kind; average experience and skill of group
members. In addition, we collected information about the
respondents, such as: age, gender, educational qualification
and role (e.g. IT manager, project manager).
Each respondent was also asked to specify whether his/her

company had used software error/defect identification
methods, approaches and tools. If the company never used
approaches and methods, we asked the respondent to
indicate whether and which practices they have planned to
use. We also asked whether they could be interested in
experimenting unknown practices, for example, in terms of
special conceived empirical investigations (e.g. case
studies). According to the respondents’ answers, the
companies were grouped in four groups, which were
established before collecting and analysing the data from
the respondents. The four groups are the following:

group 1: Used at least one of the methods/approaches (i.e.,
testing, inspection, distributed inspection, pair inspection,
and walkthrough) and planned to adopt new methods/
approaches;
group 2: used at least one of the methods/approaches and not
interested in using new ones;
group 3: never used the methods/approaches and planned to
employ at least one of them in future projects;
group 4: never used the methods/approaches and not
interested in using them.

We asked the companies in the groups 1 and 2 the
percentage of projects in which they adopted the considered
methods/approaches. Questions on how often they used
these methods/approaches in the past projects were also
asked. We asked some information about future projects to
the companies in the groups 1 and 2. The respondents
within the group 3 were also asked questions on managerial
problems regarding the reluctance to use testing, inspection,
distributed inspection, pair inspection and walkthrough in
the past. For the respondents of the group 4 the
questionnaires finished after collecting demographic
information. It is worth mentioning that the companies
within two different groups had to answer a different
number of questions.

3.2 Identification of the target population and of
the sample

The target population consisted of IT organisations that
develop and sell software as a main part of their business
(e.g. software house) or develop software as an integral part
of their products or services (e.g. healthcare domain).
The selection of the companies (‘sampling’) has been

conducted using the network contacts (for convenience and/
or opportunity) of the authors’ research groups. The contact
network was created from previous research projects (e.g.
[23, 26]). The contact network also included companies
that: (i) host students from the Universities of Basilicata,
Molise and Salerno for external stages or (ii) employ people
who received a Master’s or a Bachelor’s degree at one of
these universities.
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The companies of the contact network were invited by
phone to obtain their availability to participate to the
survey. An e-mail followed providing detailed instructions
about the survey and the questionnaire.

3.3 Questionnaire design and data collection

We developed the questionnaire [The questionnaire (Italian
version) is available at www.scienzemfn.unisa.it/scanniello/
questionnaire.pdf] following the standard schema proposed
in [8]. Fig. 1a shows the structure of the questionnaire. It
contains both open (some requiring just to fillin in a
comment or text) and multiple choice questions. According
to the conceptual model, the questionnaire consists of four
different paths (one for each group in Section 3.1) and three
sections.
The first part (Section 1), common to all paths, contained

ten questions used to obtain information on the respondents
and their companies. Section 2 included eight questions
(some questions are shown in Fig. 1b), whereas eight
questions were in Section 3. The last question of Section 3
was introduced to obtain the availability of the respondents
(and then of the companies) to use the methods and
approaches studied in the survey.
The questionnaire was structured in such a way that the

total number of questions depended on whether the
respondent’s company had already used or had planned to
apply the methods/approaches studied in the survey.
Overall, we deliberately restricted the number of questions
to the essential to avoid burdening the respondents and to
augment the response rate to the survey.
The questionnaire was introduced with a brief motivation

sketching the general problem to be investigated. The

questionnaire also included an introductory section in which
we have clarified the meaning of the relevant terms (e.g.
project and inspection) and describes all the entities of
interest for the survey (see the appendix for details). The
importance of this study and our objectives were inserted in
an accompanying letter attached to the questionnaire. Great
care was given to ensure ethical requirements and privacy
rules imposed by the Italian regulations. We also clarified
that all the information was considered confidential and that
the data were used only for research purposes and revealed
only in aggregated form.
We collected the answers to the questionnaire via e-mail.

This decision was taken to reduce the costs. Collecting the
answeres to the questionnaire by e-mail also reduced as
much as possible interviewer bias [27]. However, the use of
e-mail introduces the drawback that there is no control on
respondents. For example, we do not have information
concerning the time employed to fill the questionnaire in.
All the respondents interested in using at least one of the

methods/approaches have been successively contacted by
phone to obtain further information on the company. An
unstructured interview was executed to obtain information
on the used Software Configuration Management (SCM)
[Software Configuration Management [28] encompasses the
disciplines and techniques of initiating, evaluating and
controlling change to software products during and after the
software engineering process.] system. In case the
respondents also used a distributed inspection process in the
past, we asked information about the problems encountered.
Otherwise, we asked them information on why distributed
inspection processes has been never used. The rationale for
deepening this aspect relies on the fact that this survey is a
part of a research plan that is taking place over the years to

Fig. 1 Questionnaire design
a Structure of the questionnaire
b Excerpt of the questionnaire

www.ietdl.org

IET Softw., 2013, Vol. 7, Iss. 2, pp. 76–84 79
doi: 10.1049/iet-sen.2011.0170 & The Institution of Engineering and Technology 2013



investigate the possibility of transferring the method proposed
in [2, 14, 16] to the IT industry.

3.4 Survey preparation, execution and analysis
procedure

To conduct the survey, we performed the following activities:

1. Preparation and design of the questionnaire: we used
similar questionnaires to identify a set of questions.
2. Invitation to participate: the companies of our contact
network were contacted by phone to obtain their availability.
3. Data collection: we sent an e-mail to the companies that
positively answered to the invitation. This mail enclosed the
questionnaire and provided detailed instructions on how to
fill it in as well as information on the goals of the survey.
One of the authors collected the answers to the
questionnaire that the respondents returned by e-mail.
4. Data analysis: the answers to the questionnaire were
analysed with respect to the goals identified and discussed
above. Owing to the nature of the study, the data analysis is
focused on descriptive statistics of the responses to the
questionnaire.

Among the 70 invited companies, 48 furnished their
availability to participate to the survey, 32 filled in the
questionnaire and 2 of these companies wrongly filled in
the questionnaire. Therefore the response rate was 43%.

4 Analysis

4.1 Respondents’ background and companies’
characteristics

The interviewed companies were 60% independent and 40%
subsidiaries (i.e. controlled by a larger and more powerful
company). Among these companies, 67% were private
companies and 33% were quoted on the stock exchange.
Regarding the size, 53% of them were either small or

medium-sized enterprises (i.e. < 250 employees), whereas
47% were larger ones. All the large companies within the

sample are in the area of software consultancy or IT
services. These companies are organised into smaller
business units, each of them allocated on a specific project/
customer. In this setting, each business unit is independent
from the other units of the same organisation, has a separate
managerial structure, and is usually located on separate
sites. It is worth mentioning that small companies might
have only one business unit.
The size of the units were distributed as follows: 13% were

micro (employees <10), 67% were small (employees between
10 and 50) and 20% were medium (employees between 50
and 250). There were no units with a number of employees
larger than 250. The companies come from different
industrial domains. Most of them worked in the area of
software consultancy (40%). Conversely, 33 and 27% of the
companies developed software and provided IT services to
third parts, respectively. None of the respondents were from
companies where Telecommunication was the main part of
the business. The results are visually summarised in
Fig. 2b. The distribution of the sample across the Italian
territory is visually summarised in Fig. 2c. South and
Centre are over-represented with respect to North. This
aspect should be not a threat for the observed results
because geographical and cultural differences among the
companies are negligible. However, special conceived
studies are needed to better investigate this point.
The typical size of the software systems handled/developed

by the companies was: from 10 to 100 thousand lines of code
(KLOCs) (7%), from 100 to 500 KLOCs (80%) and more
than 500 KLOCs (13%).
All the companies that never used any of the considered

methods/approaches planned to adopt at least one of them.
These were 20% of the participating companies. On the other
hand, 40% of the companies regularly employed one of the
practices, whereas 13% used testing, inspection, distributed
inspection and walkthrough. Finally, 27% occasionally used
one of the methods/approaches object of the study.
As far as the respondents are concerned, their age ranged

from 24 to 50 years old, with an average of 35 years. Only
two respondents were female. Regarding the role of the
respondents in the companies (see the pie chart of Fig. 2a

Fig. 2 Visual summary of the respondents’ background and companies’ characteristics
a Role of the respondents
b Industrial domain
c Distribution across the territory

www.ietdl.org

80 IET Softw., 2013, Vol. 7, Iss. 2, pp. 76–84
& The Institution of Engineering and Technology 2013 doi: 10.1049/iet-sen.2011.0170



for details), 73% of the respondents had management roles
(i.e. projects manager, IT manager, quality manager or
production manager) while 27% were developers or
software architects. Only 7% of the respondents were
quality managers. The reader may object to the fact that this
result could affect the validity of the survey results because
the primary person qualified to answer our questionnaire is
an employee with the quality manager role. A plausible
motivation for this mostly unexpected result is that in small
and medium-sized software enterprises very often the role
of quality manager is played by either IT managers, project
managers or production managers.
As for the educational qualification of the respondents,

93% had a master degree, 7% had a bachelor degree. None
had a PhD. Eighty percentage had a specific IT degree,
whereas 20% had a non-specific IT degree.

4.2 Relevance of the used practices and influential
factors

Among the companies that have used at least one of the
methods/approaches (i.e. 24 out of 30), most of them (i.e.
14 out of 24) regularly used testing techniques, while eight
companies often used them in the past. Only two
respondents indicated that their company occasionally used
testing. For these two companies, testing was however the
most used technique.
Inspection methods (i.e., variations to the Fagan’s process)

were already used in two companies, whereas 10 out of 24
companies often used them. All these 12 companies often
or regularly used testing as well. Inspection methods were
occasionally employed within six companies. These
company often or regularly used testing. On the other hand,
four companies never used inspection methods even if they
were interested in. Two of these companies used testing.
Only two companies were not interested in using inspection
methods in the future, but exploited testing.
The companies that rarely used distributed inspection were

six. Moreover, six respondents stated that his/her company
has never used distributed inspection, but it will be used in
the future. Finally, 12 out of 24 companies never used
distributed inspection and were not interested in using it.
Pair inspection was regularly used in 6 out of 24

companies, whereas two companies often used this
technique. Pair inspection was occasionally used within
eight companies. The respondents of eight companies stated
that this technique was never used. Among them, six were
not interested in using pair inspection.
Walkthrough was regularly used in four companies, while

six companies often employed it. Walkthrough was
occasionally used within ten companies (i.e. 42% of the
cases). Finally, four companies never used this practice and
were not interested in using it.
We also asked the respondents to indicate the approach/

method considered: simplest, most effective, less expensive
and with the best cost–benefit ratio. They recognised pair

inspection as the simplest and less expensive method to
identify defects within software artefacts (i.e. 12 out of 24).
Testing was considered the most effective and with the best
cost–benefit ratio. Table 1 summarises the responses
provided.
Most of the respondents (16 out of 24) stated that the

methodological aspect is the predominant factor to
effectively identify defects and improve the quality of
software artefacts. The human factor is the secondary
concern (8 out of 24).

4.3 Main problems and needs

We first asked the respondents to indicate the practices they
were interested in using among the never used ones
[Respondents could indicate more than a method/
approach.]. Sixteen respondents indicated distributed
inspection. The respondents also manifested interest in pair
inspection and in variants of the Fagan’s inspection process
(14 and 10, respectively). There were no respondents
interested in testing and walkthrough. Regarding testing,
this was due to the fact that it was already used. This was
not applicable for walkthrough. The companies that did not
use this method were not interested in adopting it in the
future because they believed that it is not effective as
compared with other inspection, pair inspection.
With regard to the inspection process proposed by Fagan, it

was well known and many companies adopted it. The
companies that did not adopt software inspection declared
that the main problems (in increasing priority order)
encountered were: lack of specialised employees, technique
not properly known, technique too expensive and lack of
time. Similarly, the main problems to employ a distributed
inspection process were (in increasing priority order):
technique not properly known, short time to market,
technique too expensive and trust in the technique.
Anyway, many of the companies (12 out of 24) were
interested in this method.
Pair inspection was never used in eight companies because

they did not know it before the survey. The other companies
used this approach but did not consider it effective. However,
the respondents of these companies believed that pair
inspection was easy and cheap to use.
We also asked the respondents to indicate which practices

(not covered in the survey) are currently used to identify
defects within software artefacts. None answered this
question, thus enforcing the assumption that methods/
approaches investigated in our survey extensively cover the
state of the practice of the companies involved in the study.
The last question of Section 3 was intended to obtain

information regarding the interest in the methods/
approaches considered in the survey. The same level of
interest was generally manifested for all these methods/
approaches. This result indicates that the interest in
experimenting new methods increases when companies are
aware of the benefits deriving from their use.

Table 1 Respondents’ judgement on the considered approach/method

Testing Inspection Distributed inspection Pair inspection Walkthrough

simple to use 6 0 0 12 6
effective 16 6 2 0 0
less expensive 4 4 0 12 4
best cost benefit ratio 14 4 0 2 4
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5 Threats to validity

The threats to validity (i.e. internal, external and construct)
that could affect the results of the survey are presented and
discussed in the following subsections.

5.1 Internal validity

Internal validity threats regard external factors that may affect
the observed results. In industrial surveys, it is usually
impossible to know whether the respondents answer
truthfully, or whether other effects bias the results. Scarce
motivation to answer the questionnaire could negatively
affect the results. To mitigate this threat, we properly
designed the survey. For example, we chose an attractive,
non-intimidating and professional layout for the questionnaire.
Another factor that may have influenced the internal

validity is the number of invited companies that did not
answer the questionnaire. For example, these companies
could be not interested in software quality. This aspect
could bias the achieved results. Even, the fact of having
recruited the interviewed within our industrial contact
network may influence the internal validity.
Another negative factor could be the difficulty to

comprehend the questions (e.g. ambiguous, not clear, not
well formulated). Accordingly, the questionnaire was
designed to (i) minimise comprehension problems, (ii)
reduce complexity and memory overload and (iii) increase
respondent attention (e.g. reducing the number of questions
to the essential). The use of unfamiliar terms in the
questionnaire may also affect the obtained results. To
reduce this threat, the questionnaire was provided with an
introductory section in which we have defined any term/
concept concerning the survey (see the appendix). This
should avoid that differences in the respondents might bias
the results, for example, different understanding of some
aspects of software quality or the terms/concepts used on
the questionnaire.

5.2 External validity

External validity threats concern the generalisation of the
results. These threats are always present in case of industrial
surveys. In our case, we used convenience sampling.
Concerning the roles of the participants, our sample
represents Italian IT companies/organisations that develop
and sell software as a main part of their business or develop
software as an integral part of their products or services.
Therefore we cannot be sure that our sample is
representative of the Italian IT industry in general and we
are aware that Southern Italy is over-represented compared
with Northern Italy. Replications are needed to increase our
awareness on the survey results.

5.3 Construct validity

Construct validity threats concerns the metrics used in the
study. In our case, the questionnaire was designed using
standard ways and scales [29]. Furthermore, the questions
were formulated to minimise possible ambiguities.

6 Discussion and future work

In this paper, we have presented the results of a survey to
study and understand the state of the practice of software

error/defect identification in the IT Italian industry. We
invited 70 companies to participate and received 30 fully
and correctly completed questionnaires, so obtaining 43%
response rate that represents a good result for industrial
survey especially in Italy (e.g. [23]).
The target population consisted of companies/

organisations that develop and sell software. In particular,
we considered IT Italian companies that develop and sell
software as a main part of their business (e.g. software
house) or develop software as an integral part of their
products or services (e.g. commerce in the healthcare
domain). The companies were distributed on the Italian
territory as follows: 47% South, 40% Centre and 13%
North.
With respect to the defined research questions, the findings

of the survey can be summarised as follows:
RQ1: ‘What is the relevance of error/defect identification in

the Italian industry?’ The data analysis showed that software
error/defect identification is very relevant in the IT Italian
companies of our industrial network. Most of the
companies regularly use testing and have used often or
sometimes diferent forms of inspection. This result suggests
that software quality management is relevant in the design
and development of software systems [30].
RQ2: ‘What are the most popular and widely used

approaches/methods (or simply practices) in the Italian
industry?’ Testing [1] is the most employed practice. This is
because the companies considered testing effective and with
the best cost benefit ratio. Future investigations are needed
to better ascertain the testing methods (e.g. white- or
black-box) employed in the industrial practice and in which
phase of the testing process these are used (e.g. unit,
integration and system levels). This further investigation
makes sense also because of the results of the survey
presented here. The study also revealed that most of the
companies that regularly or often use testing (22 out of 30)
adopt also other error/defect identification methods and they
are mostly not interested in adopting new methods. This
result suggests that these company believe that the used
error/defect identification methods are more than sufficient
to guarantee high-quality software products. In addition to
testing, 12 companies regularly or often used software
inspection. It is possible that variations of the Fagan’s
process are more used than other forms of software
inspection (e.g. pair and distributed) because it is more
formal and more consolidated than its variants. Note that
almost all the companies that used pair inspection also used
software inspection. Concluding, testing and software
inspection are generally used in combination in the IT
Italian industry. As inspection can be applied on any
software artefact (contrasting to testing), it is likely that
companies use inspection also on artefacts produced in the
early phases of the development process. This conjecture
needs to be evaluated. Future work will be devoted to
understand why these practices are so popular and how they
are used in combination.
RQ3: ‘What are the main problems related to the use of

approaches/methods for software error/defect
identification?’ The main concerns to introduce software
inspection, pair inspection and walkthrough are: the short
time to market and the availability of specialised
employees. Inspection is used and is considered effective.
The companies believed that pair inspection is not effective,
but easy and cheap to use. Walkthrough is not adopted
because it is considered non effective. Distributed
inspection is not used because companies do not properly
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known it. The companies never used this approach for the
following three main reasons:

(i) Employees are not geographically distributed. In case a
company has more distributed business units, employees
communicate using standard synchronous (e.g. instant
messaging) and asynchronous communication media (e.g.
email and/or forum).
(ii) Although the number of distributed inspection processes
and tools (see [2]), the industrial practice is still far to adopt
them. This indicates a gap between research laboratories
and industrial reality that deserves a concrete cooperation
between academy and industry based on technology transfer
projects.
(iii) The available distributed inspection tools are not
integrated with the SCM systems used in the companies.
This lack was observed in [16]. We think that the
integration of these tools within widely known systems for
the management and version control would significantly
increase their diffusion, thus improving the identification of
error/defects within software artefacts developed in
distributed contexts. It is also possible that the scant
diffusion of these tools is because many of the companies
in Italy are at best compliant with the level two of CMM
and only few of them have an ISO 9000 certification. The
lack of a market competition based on software quality
could be the cause. These conjectures need to be
investigated through special conceived industrial survey.

Despite the scant usage of distributed inspection, this
method aroused great curiosity and interest. This is
probably due to the fact that the respondents perceived it as
less expensive than software inspection based on the
Fagan’s process. Furthermore, distributed inspection avoids
problems related to the different time zones, when
synchronous communication is not needed [2].
RQ4: ‘Is the Italian software industry interested in using and

adopting new practices for software error/defect identification?’
Some companies were interested in experimentally using
distributed inspection. It is likely that these companies were
interested in distributed inspection because it is based on the
process proposed by Fagan. In fact, the main difference
between these two approaches is in the communication
among team members. In distributed inspection, face-to-face
interaction is replaced with synchronous and asynchronous
communication media (e.g. [3, 16]).
Finally, the results of the unstructured interview also

revealed that the interviewed companies used open source
or commercial SCM systems. In particular, the largely
adopted open source SCM systems are: subversion [31] and
concurrent versions system (CVS) [32]. The widely used
systems, among the commercial ones, are: team system and
team foundation server. Owing to the interest in distributed
inspection, integration of distributed inspection tools with
these SCM systems could facilitate the introduction of
distributed inspection in industry.
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8 Appendix

We clarify the meaning of some terms and describe all the
entities of interest for the survey.
Project: a completed software development/maintenance

project.
Software artefact: a tangible product created during

software development. It can be created in the early and
final stages of a software project.
Testing: a practice aimed at identifying defects within

software [1].
Inspection: a formal method to identify defects within

software artefacts [15, 18].

Distributed inspection: a method to support geographically
distributed teams in the inspection of software artefacts [7].
Several approaches and tools are available in the literature
that are more or less variants of a traditional inspection
process (e.g. [3, 16]).
Pair inspection: an informal method that requires only two

participants: the author and an inspector who reviews the
authors’ artefact [17].
Walkthrough: a form of software peer review to identify

defects within software artefact [19]. It is generally adopted
on source code and consists of manually executing it.
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